**ЗЛОУМЫШЛЕННИКИ ВЗЛАМЫВАЮТ СТРАНИЦЫ В СОЦСЕТЯХ И ВЫМАНИВАЮТ ДЕНЬГИ**

С такой схемой сталкиваются пользователи самых разных возрастов. Пострадавшим приходят сообщения якобы от друзей или знакомых с просьбой одолжить денег. Как правило, жертвы аферистов без лишних вопросов переводят требуемые, незначительные, суммы. Позже выясняется, что от лица знакомых людей им писали мошенники.

**Чтобы обезопасить себя от взлома аккаунта, сотрудники полиции рекомендуют придерживаться следующих правил:**

– создавайте сложные пароли, используя цифры, символы, а так же прописные и заглавные буквы;

– никогда не переходите по подозрительным ссылкам, особенно если их прислали незнакомые люди;

– при входе на свою страницу, где необходимо ввести данные, смотрите на адрес сайта в поисковой строке браузера. Если он отличается от оригинального знаком или одной буквой, он является фальшивым;

– если вам поступает сообщение от друга или знакомого с просьбой о помощи: материальной, юридической и т.д., помните, это могут быть мошенники. Постарайтесь переговорить с обращающимся к вам человеком лично, попробуйте воспользоваться другим способом связи;

– ни в коем случае не сообщайте данные банковских карт и коды к ним.

***Обо всех фактах мошенничества сообщайте в ближайший отдел полиции или по телефону «02» («102»*** – ***с мобильного).***